
 

10.10 Information Sharing 

 

‘Practitioners need to understand their organisation’s position and commitment to 
information sharing. They need to have confidence in the continued support of their 
organisation where they have used their professional judgement and shared information 
professionally.’ 

Information Sharing: Guidance for Practitioners and Managers (DCSF 2008). 

 

Policy statement 
 
We recognise that parents have a right to know that the information they share with us 
will be regarded as confidential, as well as to be informed about the circumstances when, 
and the reasons why, we are obliged to share information. 
 
We are obliged to share confidential information without authorisation from the person 
who provided it, or to whom it relates, if it is in the public interest. That is when: 
▪ it is to prevent a crime from being committed or to intervene where one may have 

been, or to prevent harm to a child or adult; or 
▪ not sharing it could be worse than the outcome of having shared it. 
 
The decision should never be made as an individual, but with the back-up of the 
management team. The three critical criteria are: 
▪ Where there is evidence that the child is suffering, or is at risk of suffering, significant 

harm. 
▪ Where there is reasonable cause to believe that a child may be suffering, or is at risk 

of suffering, significant harm. 
▪ To prevent significant harm arising to children and young people or adults, including 

the prevention, detection and prosecution of serious crime. 
 

Procedures 

Our procedure is based on the seven golden rules for information sharing as set out in 
Information Sharing: Guidance for Practitioners and Managers (DCSF 2008). 

1. Remember that the Data Protection Act is not a barrier to sharing information but 
provides a framework to ensure that personal information about living persons is 
shared appropriately. 
▪ Our policy and procedures on Information Sharing provide guidance to appropriate 

sharing of information [both within the setting, as well as] with external agencies. 
 



2. Be open and honest with the person (and/or their family where appropriate) from the 
outset about why, what, how and with whom information will, or could be shared, and 
seek their agreement, unless it is unsafe or inappropriate to do so. 

 

In our setting we ensure parents: 

▪ receive information about our Information Sharing Policy when starting their child 
in the setting and that they sign our Registration Form to say that they understand 
the circumstances in which information may be shared without their consent. This 
will only be when it is a matter of safeguarding a child or vulnerable adult; 

▪ have information about our Safeguarding Children and Child Protection Policy; and 
▪ have information about the other circumstances when information will be shared 

with external agencies, for example, with regard to any special needs the child may 
have or transition to school. 

 

3. Seek advice if you are in any doubt, without disclosing the identity of the person where 
possible. 

 

▪ Our staff discuss concerns about a child routinely and any actions are recorded in 
the child’s file 

▪  Our Safeguarding Children and Child Protection Policy sets out the duty of all 
members of our staff to refer concerns to our manager or owner, as designated 
person, who will contact children’s social care for advice where they have doubts 
or are unsure. 

▪ Our manager will seek advice if we need to share information without consent to 
disclose. 

 

4. Share with consent where appropriate and, where possible, respect the wishes of those 
who do not consent to share confidential information. You may still share information 
without consent if, in your judgement, that lack of consent can be overridden in the 
public interest. You will need to base your judgement on the facts of the case. 

 

▪ We base decisions to share information without consent on judgements about the 
facts of the case and whether it is ‘in the public interest’. 

▪ Our guidelines for consent are part of this procedure. 
▪ Our manager/owner is conversant with this and she is able to advise staff 

accordingly. 
 

5. Consider safety and well-being: Base your information sharing decisions on 
considerations of the safety and well-being of the person and others who may be 
affected by their actions. 

 

In our setting we: 



▪ record concerns and discuss these with our designated person and/or designated 
officer from the management team for child protection matters;  

▪ record decisions made and the reasons why information will be shared and to 
whom; and 

▪ follow the procedures for reporting concerns and record keeping as set out in our 
Safeguarding Children and Child Protection Policy. 

 

6. Necessary, proportionate, relevant, accurate, timely and secure: Ensure that the 
information you share is necessary for the purpose for which you are sharing it, is 
shared only with those people who need to have it, is accurate and up-to-date, is shared 
in a timely fashion, and is shared securely. 

 

▪ Our Safeguarding Children and Child Protection Policy and Children's Records Policy 
set out how and where information should be recorded and what information 
should be shared with another agency when making a referral. 
 

7. Keep a record of your decision and the reasons for it – whether it is to share information 
or not. If you decide to share, then record what you have shared, with whom and for 
what purpose. 

 

▪ Where information is shared, we record the reasons for doing so in the child's file; 
where it is decided that information is not to be shared that is recorded too. 

 

Consent 

When parents choose our setting for their child, they will share information about 
themselves and their families. This information is regarded as confidential. Parents have 
a right to be informed that we will see their consent to share information in most cases, 
as well as the kinds of circumstances when we may not seek their consent, or may override 
their refusal to give consent. We inform them as follows: 

▪ Our policies and procedures set out our responsibility regarding gaining consent to 
share information and when it may not be sought or overridden (see attached Privacy 
Noticy). 

▪ We may cover this verbally when the child starts or include this in our prospectus. 
▪ Parents sign our Registration Form at registration to confirm that they understand this. 
▪ We ask parents to give written consent to share information about any additional 

needs their child may have, or to pass on child development summaries to the next 
provider/school. 

▪ We give parents copies of the forms they sign. 
▪ We consider the following questions when we need to share: 

– Is there legitimate purpose to us sharing the information? 
– Does the information enable the person to be identified? 
– Is the information confidential? 



– If the information is confidential, do we have consent to share? 
– Is there a statutory duty or court order requiring us to share the information? 
– If consent is refused, or there are good reasons for us not to seek consent, is there 

sufficient public interest for us to share information? 
– If the decision is to share, are we sharing the right information in the right way? 
– Have we properly recorded our decision? 

▪ Consent must be informed - that is the person giving consent needs to understand why 
information will be shared, what will be shared, who will see information, the purpose 
of sharing it and the implications for them of sharing that information. 

▪ Consent may be explicit, verbally but preferably in writing, or implicit, implied if the 
context is such that sharing information is an intrinsic part of our service or it has been 
explained and agreed at the outset. 

▪ We explain our Information Sharing Policy to parents. 
 

Separated parents 

▪ Consent to share need only be sought from one parent. Where parents are separated, 
this would normally be the parent with whom the child resides. Where there is a 
dispute, we will consider this carefully.  

▪ Where the child is looked after, we may also need to consult the Local Authority, as 
‘corporate parent’ before information is shared. 

 

All the undertakings above are subject to our paramount commitment, which is to the 
safety and well-being of the child. Please also see our Safeguarding Children and Child 
Protection Policy (Policy 1.2) and the attached Privacy Notice (a copy of which is given to 
all parents when their child starts at the setting and parents sign a consent form (Policy 
10.4) to say they have read it and give their consent. 

 

 

  



Privacy Notice for The Rocking Horse 
Nursery School 

This notice explains what personal data (information) we hold about you, how we collect, how we use 

and may share information about you.  We are required to give you this information under data 

protection law. 

Who are we? 

The Rocking Horse collects, uses and is responsible for certain personal information about you. When we 

do so we are regulated under the General Data Protection Regulation which applies across the European 

Union (including in the United Kingdom) and we are responsible as ‘controller’ of that personal 

information for the purposes of those laws.  

The personal information we collect and use 

Information collected by us 

In the course of providing education and care we collect the following personal information when you 

provide it to us: 

• Personal information (such as name, date of birth, gender, home address and postcode) 

• Special category characteristics (such as special educational needs (SEN) information, ethnicity, 

relevant medical information) 

• Parents/Carers Information (such as name, date of birth, National Insurance or National Asylum 

Support Service Number) 

• Financial eligibility information (such as 15 hours codes) 

• Attendance information (such as sessions attended, number of absences and absence reasons) 

 

We also obtain personal information from other sources as follows: 

• Kent County Council, Special Educational Needs Agencies, Health Visitors. 

How we use your personal information 

We use your personal information to:  

• Check and calculate free entitlement 

• Provide appropriate pastoral care and support services to children 

• Provide funding 

• Provide advice, support and guidance to the setting 

• Enable financial and policy compliance checks of the setting 

• Assess and improve the quality of our services 

• Comply with the law regarding data sharing 

• Safeguard children 



How long your personal data will be kept 

 
We will hold financial information securely and retain it for 7 years, after which the information is 

archived or securely destroyed. 

 

We will hold your personal information securely and retain it from the child /young person’s date of birth 

until they reach the age of 25, after which the information is archived or securely destroyed. 

 

Reasons we can collect and use your personal information 

 
We collect and use personal information to comply with our legal obligations under section 537A of the 

Education Act 1996, section 83 of the Children Act 1989, and to carry out tasks in the public interest. If 

we need to collect special category (sensitive) personal information, we rely upon reasons of substantial 

public interest (equality of opportunity or treatment). 

 

Who we share your personal information with 

 

• Department for Education (DfE) (statutory for early years funding and policy monitoring) 

• Kent County Council Management Information & Finance (to provide funding) 

• Other local authorities, or other early years settings, to resolve duplicate claims and funding 

queries 

• Kent County Council teams working to improve outcomes for children and young people 

• Commissioned providers of local authority services (such as education services) 

• Local multi-agency forums which provide SEND advice, support and guidance (such as EY Local 

Inclusion Forum Team (EY LIFT)) 

• Schools that you attend after leaving us 

• Partner organisations signed up to the Kent & Medway Information Sharing Agreement, where 

necessary, which may include Police, school nurses, doctors and mental health workers and Kent 

Community Health NHS Foundation Trust 

• Contracted providers of services (such as external photographers and catering providers) where 

consent has been given 

 

We will share personal information with law enforcement or other authorities if required by applicable 

law. 

 

The National Pupil Database (NPD) 

We are required by law, to provide information about our pupils to the DfE as part of statutory data 

collections such as the school census and early years’ census. Some of this information is then stored in 

the NPD. The law that allows this is the Education (Information About Individual Pupils) (England) 

Regulations 2013. 

 



The NPD is owned and managed by the DfE and contains information about pupils in schools in England. 

It provides invaluable evidence on educational performance to inform independent research, as well as 

studies commissioned by the DfE. It is held in electronic format for statistical purposes. This information 

is securely collected from a range of sources including schools, local authorities and awarding bodies.  

 

The DfE may share information about our pupils from the NPD with third parties who promote the 

education or well-being of children in England by: 

• conducting research or analysis 

• producing statistics 

• providing information, advice or guidance 

 

The DfE has robust processes in place to ensure the confidentiality of our data is maintained and there 

are stringent controls in place regarding access and use of the data. Decisions on whether DfE releases 

data to third parties are subject to a strict approval process and based on a detailed assessment of: 

• who is requesting the data 

• the purpose for which it is required 

• the level and sensitivity of data requested: and  

• the arrangements in place to store and handle the data  

 

To be granted access to pupil information, organisations must comply with strict terms and conditions 

covering the confidentiality and handling of the data, security arrangements and retention and use of the 

data. 

Your Rights 

Under the GDPR you have rights which you can exercise free of charge which allow you to: 

• Know what we are doing with your information and why we are doing it 

• Ask to see what information we hold about you (Subject Access Request) 

• Ask us to correct any mistakes in the information we hold about you 

• Object to direct marketing 

• Make a complaint to the Information Commissioners Office 

• Withdraw consent (if applicable) 

 

Depending on our reason for using your information you may also be entitled to: 

• Ask us to delete information we hold about you 

• Have your information transferred electronically to yourself or to another organisation 

• Object to decisions being made that significantly affect you 

• Object to how we are using your information 

• Stop us using your information in certain ways 

 



We will always seek to comply with your request however we may be required to hold or use your 

information to comply with legal duties. Please note: your request may delay or prevent us delivering a 

service to you. 

For further information about your rights, including the circumstances in which they apply, see the 

guidance from the UK Information Commissioners Office (ICO) on individuals’ rights under the General 

Data Protection Regulation. 

If you would like to exercise a right, please contact Linda O’Brien at The Rocking Horse Nursery, 8 

Lansdowne Road, Tunbridge Wells, TN1 2NJ.  Tel: 01892 532704.  Email:  rocking.horse@hotmail.co.uk 

Keeping your personal information secure 

We have appropriate security measures in place to prevent personal information from being accidentally 

lost, or used or accessed in an unauthorised way. We limit access to your personal information to those 

who have a genuine business need to know it. Those processing your information will do so only in an 

authorised manner and are subject to a duty of confidentiality. 

We also have procedures in place to deal with any suspected data security breach. We will notify you 

and any applicable regulator of a suspected data security breach where we are legally required to do so. 

Who to Contact and Where to go for Further Information 

Please contact Linda O’Brien to exercise any of your rights, or if you have a complaint about why your 

information has been collected, how it has been used or how long we have kept it for. 

If you would like to get a copy of the information about you that KCC shares with the DfE or how they 

use your information, please contact the Information Resilience and Transparency Team at 

data.protection@kent.gov.uk. 

For more information about services for young children, please go to: 

http://www.kent.gov.uk/education-and-children/childcare-and-pre-school or the KCC website at 

www.kent.gov.uk  

 

The General Data Protection Regulation also gives you right to lodge a complaint with a supervisory 

authority. The supervisory authority in the UK is the Information Commissioner who may be contacted at 

https://ico.org.uk/concerns or telephone 03031 231113. 

For further information visit https://www.kent.gov.uk/about-the-council/about-the-website/privacy-

statement 

For further information about how the Department for Education uses your information: 

To find out more about the pupil information we share with the DfE, for the purpose of data collections, 

go to https://www.gov.uk/guidance/early-years-census 

  

To find out more about the NPD, go to https://www.gov.uk/government/publications/national-pupil-

database-user-guide-and-supporting-information. 
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For more information about the DfE’s data sharing process, please visit:  

https://www.gov.uk/data-protection-how-we-collect-and-share-research-data  

 

For information about which organisations the department has provided pupil information, (and for 

which project), please visit the following website: 

https://www.gov.uk/government/publications/national-pupil-database-requests-received 

 

To contact DfE: https://www.gov.uk/contact-dfe 
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